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QUESTION 1

Which traffic will be blocked when application-default service is set on a Security policy? 

A. SSH traffic on TCP/22 

B. HTTPS traffic on TCP/443 

C. HTTP traffic on TCP/81 

D. DNS traffic on UDP/53 

Correct Answer: C 

 

QUESTION 2

Which section of a Security Lifecycle Review (SLR) report summarizes risk exposure by breaking down a detected
attack on the network? 

A. Advanced URL Filtering Analysis 

B. SaaSApplications 

C. Threats at a Glance 

D. Applications that Introduce Risk 

Correct Answer: C 

 

QUESTION 3

Which Next-Generation Firewall (NGFW) deployment model allows an organization to monitor trafficduring evaluations
without interruption to network traffic? 

A. Layer 2 

B. TAP mode 

C. virtual wire 

D. Layer 3 

Correct Answer: B 

 

QUESTION 4

Which architecture allows a Palo Alto Networks Next-Generation Firewall (NGFW) to achieve high performance with all
security features enabled? 



A. single-pass parallel processing 

B. dual-pass processing 

C. multi-core processing 

D. parallel-pass single processing 

Correct Answer: A 

 

QUESTION 5

Which architecture is unique to Palo Alto Networks and results in no additional performance overhead when enabling
additional features? 

A. multi-pass 

B. multiple-core threaded 

C. single-pass 

D. no-pass 

Correct Answer: C 

 

QUESTION 6

Which three of the following arefeatures of the Palo Alto Networks Next-Generation Firewall (NGFW) that differentiate it
from a stateful inspection firewall? (Choose three.) 

Select 3 Correct Responses 

A. Login-ID 

B. User-ID 

C. App-ID 

D. Network-ID 

E. SSL/SSH Decrypt 

Correct Answer: BCE 

 

QUESTION 7

To use App-ID effectively in Security policies, which three best practices should be followed? (Choose three.) 

Select 3 Correct Responses 

A. Use Expedition to migrate aport-based policy to PAN-OS. 



B. Whenever possible, enable App-ID override. 

C. Use phased transition to safely enable applications. 

D. Use Policy Optimizer to migrate to an application-based policy. 

E. After the application is specified in policy, set the 7service to "any". 

Correct Answer: ACD 

https://beacon.paloaltonetworks.com/uploads/resource_courses/targets/2142345/original/index.html?
_courseId=854529#/page/60ae7d9f1b558f0b3aa50e6e 

 

QUESTION 8

Which Palo Alto Networks product offers a centrally managed firewall update process? 

A. SD_WAN 

B. Prisma SaaS 

C. Panorama 

D. WildFire 

Correct Answer: C 

 

QUESTION 9

In which two of the following scenarios is personal data excluded fromprotection under the General Data Protection
Regulation (GDPR)? 

Select 2 Correct Responses 

A. The data was automated as part of an information filing system. 

B. The data was generated in the course of a purely personal or household activity. 

C. The data will be used for the prevention of criminal offenses. 

D. The data is related to a person\\'s economic or cultural identity. 

Correct Answer: AC 

 

 

QUESTION 10

The Security Operations Center (SOC) has noticed that a user has large amounts of data going to and coming from an
external encrypted website. The SOC would like to identify the data being sent to and received from this website. 



Which Secure Sockets Layer (SSL) decryption method supported by Palo Alto Networks would allow the SOC to see
this data? 

A. Forward Proxy 

B. Web Proxy 

C. Certificate Proxy 

D. Inbound Proxy 

Correct Answer: A 

 

 

QUESTION 11

Which subscription should be activated when a predefined, known malicious IP address is updated? 

A. WildFire 

B. Cortex Data Lake 

C. Threat Prevention 

D. URL Filtering 

Correct Answer: D 

 

QUESTION 12

A customer has enabled the Threat Prevention subscription on their Palo Alto Networks Next-Generation Firewall. 

How will the performance of the firewall beaffected if the customer also enables both WildFire and User-ID? 

A. The maximum throughput performance will be reduced, but the impact will vary based on the firewall model being
used. 

B. Enabling User-ID will have no additional performance impact, but enabling WildFire will reduce throughput. 

C. There will be no additional performance impact to the firewall, and throughput will remain the same, regardless of
firewall model. 

D. Enabling WildFire will have no additional performance impact, but enabling User-ID will reduce throughput. 

Correct Answer: C 
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