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QUESTION 1

You are the project manager of the Workstation Improvement Project for your organization. This project will replace 925
workstations with new computers for your company\\'s employees. Mark Jones, the sales manager, has requested that
your project add 250 laptops as part of this project as his employees do not have workstations as they travel as part of
the sales process. Mark insists that his department in the company can pay for the cost of the laptops. All of the
following are components that will be affected by this change request except for which one? 

A. There will be a need for additional time to install the laptops. 

B. There will be a need for an additional project scope statement because of the change request. 

C. There will be a need for additional procurement management processes. 

D. There will be a need for additional risk analysis for the laptops. 

Correct Answer: B 

 

QUESTION 2

What email validation technology only allows email from systems specified in DNS? 

A. ARC 

B. SPF 

C. DMARC 

D. HMAC 

Correct Answer: C 

 

QUESTION 3

Which of the following RAID levels will you use to implement a RAID system for providing fault tolerance to a database? 

A. RAID 10 

B. RAID 1 

C. RAID 5 

D. RAID 0 

Correct Answer: B 

 

QUESTION 4

Which of the following are symptoms of a virus attack on your computer? Each correct answer represents a complete



solution. Choose two. 

A. Sudden reduction in system resources. 

B. Corrupted or missing files. 

C. Unclear monitor display. 

D. Faster read/write access of the CD-ROM drive. 

Correct Answer: AB 

 

QUESTION 5

You are the project manager for your organization and are trying to determine which vendor your organization will use.
You have determined that any vendor that would like to bid on your project work will need to have a Microsoft Certified
System Engineer on staff, have eight years of Cisco experience, and have at least two references from similar projects.
What have you created in this scenario? 

A. Screening system for the vendors 

B. Weighting system for the vendors 

C. Preferred vendors list 

D. Bidders conference 

Correct Answer: A 

 

QUESTION 6

What attack employs a technique where 2 tags are assigned to a frame, the first for the native VLAN and the second for
the targeted destination VLAN? 

A. ARP spoofing 

B. VLAN trunking 

C. VLAN hopping 

D. Source routing 

Correct Answer: C 

 

QUESTION 7

Victor works as a professional Ethical Hacker for SecureNet Inc. He wants to use the Steganographic file system
method to encrypt and hide some secret information. Which of the following disk spaces will he use to store this secret 

information? 



Each correct answer represents a complete solution. Choose all that apply. 

A. Hidden partition 

B. Dumb space 

C. Slack space 

D. Unused sectors 

Correct Answer: ACD 

 

QUESTION 8

Which of the following can provide security against man-in-the-middle attack? 

A. Strong authentication method 

B. Firewall 

C. Strong data encryption during travel 

D. Anti-virus programs 

Correct Answer: C 

 

QUESTION 9

You are the program manager for your project. You are working with the project managers regarding the procurement
processes for their projects. You have ruled out one particular contract type because it is considered too risky for the
program. Which one of the following contract types is usually considered to be the most dangerous for the buyer? 

A. Cost plus incentive fee 

B. Cost plus percentage of costs 

C. Time and materials 

D. Fixed fee 

Correct Answer: B 

 

QUESTION 10

In the image of the Screened Host Firewall Architecture given below, select the element that is commonly known as the
access router. 



Hot Area: 

Correct Answer: 



 

 

QUESTION 11

Once the SOC command center notifies the appropriate internal and external parties that an incident is taking place,
what should happen next? 

A. Temporary measures should be put in place to prevent further damage to systems or the network 

B. The SOC should report the root cause of the incident to incident handlers and IT operations 

C. Procedures for restoring affected systems should be drafted by the incident handling team 

D. Forensics analysts should assess affected systems to assure malicious artifacts have been removed 

Correct Answer: B 

 

QUESTION 12

Which of the following are the examples of administrative controls? Each correct answer represents a complete solution.
Choose all that apply. 

A. Security policy 

B. Auditing 

C. Security awareness training 

D. Data Backup 



Correct Answer: AC 
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