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QUESTION 1

In which two ways should companies modernize their security philosophies? (Choose two.) 

A. Reinforce their threat-centric security tactics. 

B. Decrease internal access and reporting 

C. Expand their IT departments. 

D. Rebuild their security portfolios with new solutions 

E. Complement threat-centric tactics with trust-centric methods. 

Correct Answer: AD 

 

QUESTION 2

Which two products empower customers to create secure next-gen networks? (Choose two.) 

A. AMP 

B. ISE 

C. ACI 

D. SD-Access 

E. MFA 

Correct Answer: BC 

 

QUESTION 3

Which Cisco Security benefit is a differentiator that allows partners to plan and model their business? 

A. one solution to fit every need 

B. comprehensive vision for security 

C. unparalleled commitment 

D. best-in-class technologies 

Correct Answer: B 

 

QUESTION 4

In which two ways has digitization transformed today\\'s security threat landscape? (Choose two.) 



A. Expanding complexity 

B. Growing ecosystem 

C. Decreasing endpoint ecosystem 

D. Decreasing 3rd party applications 

E. Decreased access points 

Correct Answer: AB 

 

QUESTION 5

Which component of NGFW and NGIPS security is updated after an attack to help prevent threats before they
encounter the network next time? 

A. Cisco Talos Security Intelligence and Research Group 

B. site-to-site VPN 

C. Cisco Next-Generation Firewall 

D. identity and access control 

Correct Answer: D 

 

QUESTION 6

Where do you start to achieve true network visibility? 

A. Branches 

B. Fabric Level 

C. OT 

D. IT 

Correct Answer: B 

 

QUESTION 7

What are two ways that Cisco helps customers balance protection and accessibility? (Choose two ) 

A. Leverage integrated tools and dynamic context to enforce policies 

B. Reinforce device infrastructure with an extensive security portfolio 

C. Provide vital training to ensure a skilled workforce. 



D. Analyze user and device vulnerability. 

E. Manage risk more effectively across the environment. 

Correct Answer: AC 

 

QUESTION 8

Which component of StealthWatch uses sophisticated security analytics to accelerate threat response times? 

A. Network control 

B. Investigation 

C. Anomaly detection 

D. Threat protection 

Correct Answer: B 

 

QUESTION 9

What are two ways Cisco addresses customers\\' growing business needs? (Choose two.) 

A. Multi/hybrid cloud platforms 

B. Highly-scalable DC platforms 

C. Bulletproof NGFW appliances 

D. Consolidated tracking and reporting 

E. Multiple solution deployment choices 

Correct Answer: AB 

 

QUESTION 10

Which two products are involved in discovering, classifying, and verifying profiles? (Choose two.) 

A. Advanced Malware Protection 

B. Identity Services Engine 

C. Industrial Network Director 

D. Cisco Security Connector 

E. Duo 

Correct Answer: AD 



 

QUESTION 11

Which network security product provides a unified image on an intuitive interface? 

A. Next-Generation Intrusion Prevention System 

B. Advanced Malware Protection 

C. Cloudlock 

D. Firepower Threat Defense 

Correct Answer: B 

 

QUESTION 12

Which Cisco value is demonstrated by the fact that Cisco advanced threat solutions block emerging and persisting
threats quickly? 

A. protection 

B. agility 

C. time-to-value 

D. scalability 

Correct Answer: A 
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