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QUESTION 1

Your network contains an Active Directory forest. The forest contains two domains named contoso.com and
fabrikam.com. All of the DNS servers in both of the domains run Windows Server 2012 R2. 

The network contains two servers named Server1 and Server2. Server1 hosts an Active Directory-integrated zone for
contoso.com. Server2 hosts an Active Directory-integrated zone for fabrikam.com. Server1 and Server2 connect to each
other by using a WAN link. 

Client computers that connect to Server1 for name resolution cannot resolve names in fabnkam.com. 

You need to configure Server1 to support the resolution of names in fabnkam.com. The solution must ensure that users
in contoso.com can resolve names in fabrikam.com if the WAN link fails. 

What should you do on Server1? 

A. Create a stub zone. 

B. Add a forwarder. 

C. Create a secondary zone. 

D. Create a conditional forwarder. 

Correct Answer: C 

http: //technet. microsoft. com/en-us/library/cc771898. aspx When a zone that this DNS server hosts is a secondary
zone, this DNS server is a secondary source for information about this zone. The zone at this server must be obtained
from 

another remote DNS server computer that also hosts the zone. With secondary, you have ability to resolve records from
the other domain even if its DNS servers are temporarily unavailable. While secondary zones contain copies of all the 

resource records in the corresponding zone on the master name server, stub zones contain only three kinds of resource
records: 

A copy of the SOA record for the zone. 

Copies of NS records for all name servers authoritative for the zone. Copies of A records for all name servers
authoritative for the zone. 

References: 

http: //www. windowsnetworking. com/articles-tutorials/windows-2003/DNS_Stub_Zones. 

html 

http: //technet. microsoft. com/en-us/library/cc771898. aspx http: //redmondmag. com/Articles/2004/01/01/The-Long-and-
Short-of-Stub-Zones. 

aspx?Page=2 

 

QUESTION 2



Your network contains an Active Directory domain named adatum.com. The domain contains 10 domain controllers that
run Windows Server 2012 R2. 

You plan to create a new Active Directory-integrated zone named contoso.com. 

You need to ensure that the new zone will be replicated to only four of the domain controllers. 

What should you do first? 

A. Create an application directory partition. 

B. Create an Active Directory connection object. 

C. Create an Active Directory site link. 

D. Change the zone replication scope. 

Correct Answer: A 

Application directory partitions An application directory partition is a directory partition that is replicated only to specific
domain controllers. A domain controller that participates in the replication of a particular application directory partition
hosts a replica of that partition. Only domain controllers running Windows Server 2003 can host a replica of an
application directory partition. 

 

QUESTION 3

Your network contains a single Active Directory domain named contoso.com. The domain contains a domain controller
named DC1 that hosts the primary DNS zone for contoso.com. All servers dynamically register their host names. 

You install three new Web servers that host identical copies of your company\\'s intranet website. The servers are
configured as shown in the following table. 

You need to use DNS records to load balance name resolution queries for intranet.contoso.com between the three Web
servers. What is the minimum number of DNS records that you should create manually? 

A. 1 

B. 3 

C. 4 

D. 6 

Correct Answer: B 

 

To create DNS Host (A) Records for all internal pool servers 



1.

 Click Stabrt, click All Programs, click Administrative Tools, and then click DNS. 

2.

 In DNS Manager, click the DNS Server that manages your records to expand it. 

3.

 Click Forward Lookup Zones to expand it. 

4.

 Right-click the DNS domain that you need to add records to, and then click New Host (A or AAAA). 

5.

 In the Name box, type the name of the host record (the domain name will be automatically appended). 

6.

 In the IP Address box, type the IP address of the individual Front End Server and then select Create associated pointer
(PTR) record or Allow any authenticated user to update DNS records with the same owner name, if applicable. 

7.

 Continue creating records for all member Front End Servers that will participate in DNS Load Balancing. 

For example, if you had a pool named pool1.contoso.com and three Front End Servers, you would create the following
DNS entries: 

Reference: 

http: //technet. microsoft. com/en-us/library/cc772506. aspx 

http: //technet. microsoft. com/en-us/library/gg398251. aspx 

 

QUESTION 4

Your network contains an Active Directory domain named contoso.com. 



You have several Windows PowerShell scripts that execute when users log on to their client computer. 

You need to ensure that all of the scripts execute completely before the users can access their desktop. 

Which setting should you configure? To answer, select the appropriate setting in the answer area. 

Hot Area: 

Correct Answer: 

 

 

QUESTION 5



Your network contains an Active Directory domain named contoso.com. All domain controllers run Windows Server
2012 R2. 

The domain contains an Edge Server named Server1. Server1 is configured as a DirectAccess server. Server1 has the
following settings: 

You run the Remote Access Setup wizard as shown in the following exhibit. (Click the Exhibit button.) 

You need to ensure that client computers on the Internet can establish DirectAccess connections to Server1. 

Which additional name suffix entry should you add from the Remote Access Setup wizard? 

A. A Name Suffix value of dal.contoso.com and a blank DNS Server Address value 

B. A Name Suffix value of Server1.contoso.com and a DNS Server Address value of 65.55.37.62 

C. A Name Suffix value of dal.contoso.com and a DNS Server Address value of 65.55.37.62 

D. A Name Suffix value of Server1.contoso.com and a blank DNS Server Address value 

Correct Answer: A 

Split-brain DNS is the use of the same DNS domain for both Internet and intranet resources. For example, the Contoso



Corporation is using split brain DNS; contoso.com is the domain name for intranet resources and Internet resources. 

Internet users use http: 

//www.contoso.com to access Contoso\\'s public Web site and Contoso employees on the Contoso intranet use http:
//www.contoso.com to access Contoso\\'s intranet Web site. A Contoso employee with their laptop that is not a
DirectAccess 

client on the intranet that accesses http: //www.contoso.com sees the intranet Contoso Web site. When they take their
laptop to the local coffee shop and access that same URL, they will see the public Contoso Web site. When a 

DirectAccess client is on the Internet, the Name Resolution Policy Table (NRPT) sends DNS name queries for intranet
resources to intranet DNS servers. A typical NRPT for DirectAccess will have a rule for the namespace of the
organization, 

such as contoso.com for the Contoso Corporation, with the Internet Protocol version 6 (IPv6) addresses of intranet DNS
servers. With just this rule in the NRPT, when a user on a DirectAccess client on the Internet attempts to access the 

uniform resource locator (URL) for their Web site (such as http: //www.contoso.com), they will see the intranet version.
Because of this rule, they will never see the public version of this URL when they are on the Internet. 

For split-brain DNS deployments, you must list the FQDNs that are duplicated on the Internet and intranet and decide
which resources the DirectAccess client should reach, the intranet version or the public (Internet) version. For each
name 

that corresponds to a resource for which you want DirectAccess clients to reach the public version, you must add the
corresponding FQDN as an exemption rule to the NRPT for your DirectAccess clients. Name suffixes that do not have 

corresponding DNS servers are treated as exemptions. 

References: 

http://technet. microsoft. com/en-us/library/ee382323(v=ws. 10). aspx 

 

QUESTION 6

You have a server named Server 1. 

You enable BitLocker Drive Encryption (BitLocker) on Server 1. 

You need to change the password for the Trusted Platform Module (TPM) chip. 

What should you run on Server1? 

A. Initialize-Tpm 

B. Import-TpmOwnerAuth 

C. bdehdcfg.exe 

D. tpmvscmgr.exe 

Correct Answer: B 

References: https://docs.microsoft.com/en-us/powershell/module/trustedplatformmodule/Import-



TpmOwnerAuth?view=win10-ps 

 

QUESTION 7

Your company has four offices. The offices are located in Montreal, Seattle, Sydney, and New York. 

The network contains an Active Directory domain named contoso.com. The domain contains a server named Server2
that runs Windows Server 2012 R2. Server2 has the DHCP Server server role installed. 

All client computers obtain their IPv4 and IPv6 addresses from DHCP. 

You need to ensure that Network Access Protection (NAP) enforcement for DHCP applies to all of the client computers
except for the client computers in the New York office. 

Which two nodes should you configure? 

To answer, select the appropriate two nodes in the answer area. 

Hot Area: 

Correct Answer: 



 

 

QUESTION 8

Your network contains an Active Directory domain named adatum.com. The domain has a certification authority (CA)
named CA1. 

All servers run Windows Server 2012 R2 .All client computers run Windows 10. 

You need to add a data recovery agent for the encrypting File System (EFS) to the domain. 

What should you do? 

A. From the Default Domain policy, select Create Data Recovery Agent. 

B. From the Default Domain controller policy, select Add Data Recovery Agent. 

C. From the default Domain controller policy, select Add Data recovery Agent. 

D. From the Default Domain policy, select Add Data Recovery Agent. 

Correct Answer: D 

 

QUESTION 9

You have a server named Server1 that runs Windows Server 2012 R2. Server1 has the Remote Access server role
installed. 



You need to configure the ports on Server1 to ensure that client computers can establish VPN connections to Server1
by using TCP port 443. 

What should you modify? To answer, select the appropriate object in the answer area. 

Hot Area: 

Correct Answer: 



 

 

QUESTION 10

Your network contains one Active Directory forest named contoso.com and one Active Directory forest named
adatum.com. Each forest contains a single domain. You have the domain controllers configured as shown in the
following table. 

You perform the following three actions: 

-Create a user named User1 on DC3. 

-Create a file named file1.txt in the SYSVOL folder on DC1. 

-Create a Group Policy object (GPO) named GPO1 on DC1 and link GPO1 to Site2. You need to identify on which
domain controller or controllers each object is stored. What should you identify? To answer, select the appropriate
options in the answer area. 



Hot Area: 

Correct Answer: 

 

 

QUESTION 11

Your network contains an Active Directory domain named contoso.com. The domain contains a server named Print1. 

Your company implements DirectAccess. 

A user named User1 frequently works at a customer\\'s office. The customer\\'s office contains a print server named
Print1. 

While working at the customer\\'s office, User1 attempts to connect to Print1. User1 connects to the Print1 server in
contoso.com instead of the Print1 server at the customer\\'s office. 

You need to provide User1 with the ability to connect to the Print1 server in the customer\\'s office. 

Which Group Policy option should you configure? 

To answer, select the appropriate option in the answer area. 

Hot Area: 



Correct Answer: 



 

 

QUESTION 12

Your network contains a Network Policy Server (NPS) server named Server1. The network contains a server named
SQL1 that has Microsoft SQL Server 2008 R2 installed. All servers run Windows Server 2012 R2. 

You configure NPS on Server1 to log accounting data to a database on SQL1. 

You need to ensure that the accounting data is captured if SQL1 fails. The solution must minimize cost. 

What should you do? 

A. Implement Failover Clustering. 

B. Implement database mirroring. 

C. Run the Accounting Configuration Wizard. 



D. Modify the SQL Server Logging properties. 

Correct Answer: C 

In Windows Server 2008 R2, an accounting configuration wizard is added to the Accounting node in the NPS console.
By using the Accounting Configuration wizard, you can configure the following four accounting settings: SQL logging
only. By using this setting, you can configure a data link to a SQL Server that allows NPS to connect to and send
accounting data to the SQL server. In addition, the wizard can configure the database on the SQL Server to ensure that
the database is compatible with NPS SQL server logging. Text logging only. By using this setting, you can configure
NPS to log accounting data to a text file. Parallel logging. By using this setting, you can configure the SQL Server data
link and database. You can also configure text file logging so that NPS logs simultaneously to the text file and the SQL
Server database. SQL logging with backup. By using this setting, you can configure the SQL Server data link and
database. In addition, you can configure text file logging that NPS uses if SQL Server logging fails. 
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