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QUESTION 1

A NetScaler engineer generates a techsupport archive to be sent to Technical Support. 

Which three of the following pieces of information will be included in the archive file? (Choose three.) 

A. Model Number 

B. SSL Private Keys 

C. Old Configuration Files 

D. Hardware Boot sequence 

E. Webpage Customizations F. Certificate Revocation List 

Correct Answer: ACD 

 

QUESTION 2

On which two objects could a NetScaler Engineer bind cipher groups? (Choose two.) 

A. Server 

B. Service 

C. SSL policy 

D. SSL profile 

E. Virtual server 

Correct Answer: BE 

 

QUESTION 3

A NetScaler Engineer needs to audit extended Access Control List (ACL) hits. 

Which two areas would the engineer enable logging so that the ACL hits could be stored in the /var/log/ ns.log? (Choose
two.) 

A. The ACL 

B. The syslogAction 

C. The nslog parameters 

D. The syslog parameters 

Correct Answer: AD 



 

QUESTION 4

Which troubleshooting tool will show policy hits and verify that a policy expression is being invoked? 

A. nspepi 

B. nsapimgr 

C. nstrace.sh 

D. nsconmsg 

Correct Answer: D 

 

QUESTION 5

Which two of the following settings could be configured using a TCP profile that is bound to a service? (Choose two.) 

A. TCP buffer size 



B. Window scaling 

C. TCP Server time-out values 

D. Source IP for specific subnet 

E. Allowed bandwidth throughput 

F. Number of max concurrent TCP connections 

Correct Answer: AB 

 

 

QUESTION 6

Scenario: A NetScaler Engineer is configuring a new system with connected interfaces 10/1 - 10/4 and runs the
following commands: 

add ip 10.10.10.1 255.255.255.0 -type snip add vlan 10 bind vlan 10 -ifnum 10/1 On which interface(s) will subnet
10.10.10.1 respond to requests? 

A. Only interface 10/1 

B. Interfaces on VLAN 10 

C. Only interfaces on VLAN 1 

D. Interfaces 10/1 through 10/4 

Correct Answer: D 

 

QUESTION 7

Scenario: A NetScaler Engineer has created an SSL virtual server that utilizes SSL services. The engineer needs to
configure certificate authentication from the NetScaler to the backend web services. 

What should the engineer do to meet the requirements outlined in the scenario? 

A. Bind a CA Certificate to the SSL Services. 

B. Bind a Client Certificate to the SSL Services. 

C. Create an SSL policy to present the Client Certificate to the web services. 

D. Enable Client Authentication and set Client Certificate to mandatory on the virtual server. 

Correct Answer: B 

 

QUESTION 8



A network engineer is investigating issues and suspects that a new server that has been recently added to the
environment has the same IP address as a virtual server that is configured on the NetScaler. 

Which command could the engineer run to check the logs that will contain such details? 

A. nsconmsg -K newnslog -d stats 

B. nsconmsg -K /var/nslog/newnslog -d consmsg 

C. nsconmsg -K /var/nslog/newnslog -s ConLb=1 -d oldconmsg 

D. nsconmsg -K /var/nslog/newnslog -s ConMon=x -d oldconmsg 

Correct Answer: B 

 

QUESTION 9

Scenario: A network engineer needs to add an NTP server to a NetScaler appliance. The NTP service is configured on
10.10.1.49. 

Which command should the network engineer use within the command-line interface to add in an NTP server for time
synchronization? 

A. add ntp server 10.10.1.49 

B. add server NTP 10.10.1.49 

C. add service NTP 10.10.1.49 TCP 123 

D. add service NTP 10.10.1.49 UDP 123 

Correct Answer: A 

 

QUESTION 10

Scenario: A network engineer has configured GSLB for a multisite environment. All GSLB services show as UP with an
UP MEP status. 

The engineer has observed that DNS queries are directed to the SNIP of the NetScaler; however, no DNS response is
being received. 

How can the engineer resolve this issue? 

A. Add an ADNS service on the SNIP. 

B. Change the DNS delegation to the NSIP. 

C. Create a load balancing virtual server for DNS. 

D. Select the "Send all "active" service IPs\\' in response (MIR)" option. 

Correct Answer: A 



 

QUESTION 11

A network engineer needs to configure load balancing for secured web traffic that does NOT terminate at the NetScaler
device. 

Which type of session persistence method can the engineer select for this scenario? 

A. Source IP 

B. Cookie Insert 

C. URL Passive 

D. SRCIPDESTIP 

Correct Answer: A 

 

QUESTION 12

Scenario: A NetScaler Engineer wants to make it easier for the help desk group to access the active node in a high-
availability pair. Members of the help desk group must be able to access the NetScaler in a secure way without being
notified of warnings in their web browsers. 

Which two of the listed steps must the engineer take to meet the requirements of the scenario? (Choose two.) 

A. Enable management access to the VIP. 

B. Enable management access to the SNIP. 

C. Bind a trusted certificate to the internal service. 

D. Bind the ns-server-certificate to the SNIP to the internal service. 

E. Create a self-signed certificate on the NetScaler and assign it to the internal service. 

Correct Answer: BC 
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